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In the next 48 hours we will provide summaries of the forensic reports and attach them for your perusal.
You’ll be surprised by this. There is irrefutable evidence that a hard drive M claimed was broken,
reformatted and in a fireproof safe was used to store movies, music, ebay files and  and .htm pages. I
don’t think we have ever bothered to recover and open the htm files but I am curious and think we will
do so now. T

Much of the forensic evidence we examined can be broken down into two broad groups. The first group
is the hard drives, personal and company computers M used while employed by us. Anything that M
touched for the company business we wanted to have examined forensically. The second group is a
floppy disk I used to save a draft of M’s termination letter and my computer hard drive on which was
stored my email terminating M. I have written this many times but suffice it to say that M did not turn
over any of his personal computers or personal hard drives or other digital mediums used by him to
perform his duties while employed by us.

And so the forensic evidence on M’s use is contained on a 120 gig hard drive and 60 gig hard drive. The
120 gig hard drive was the original hard drive used and one of the forensic reports for that drive follows.
The 60 gig hard drive replaced the 120 gig hard drive after it crashed. We expected to find many of our
data processing and reporting program files. The programming allegedly done by M over the last two
years was not there of course, but that’s another story. In an earlier post I confused the 120 gig hard
drive and the 60 gig hard drive. But the order is the 120 gig hard drive was the original hard drive on a
computer purchased for M’s use and the hard drive was used from its initial use to May 2003, at which
time M took the 120 gig hard drive out of service and used it to deposit his personal Videos, Movies and
Music. The 60 gig hard drive was used from May 12, 2003 until well after M returned it with the business
computer. He returned it to us on November 13, 2003.

The key issue here is that neither party should destroy the computer, digital evidence. We did not. Even
after Max’s attorney told us not to…and again we did not destroy anything…Max still chose to destroy
his computer. Had this been in state court, Max’s case would have likely been dismissed. We filed a
motion with Crow. He did not dismiss the case.

A component of the computer evidence was the emails between me and M and others. He claimed he
received an email with this alarming evidence of over billing clients (via an email from one of our
employees, an email he did not turn over). The evidence was and is an excel spreadsheet. But again he
did not turn over the email. When he returned this company computer (with a 60 gig hard drive) he had
created an outlook email account, but it was created the day before he returned it to us and there was no
email account for M. And where were his emails? Again, not on the computer he returned. The emails
were never there. The emails were on one or more of his personal computers, one’s he destroyed. We
filed a motion to dismiss the case based on this destroyed evidence. Bill Crow refused to dismiss. We
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kept all of our emails and turned them over. He provided some emails but since they were not housed
on the computer hard drive he returned to us when he was terminated, where they came from was a
material point.

To properly frame this discussion, there is a history of M’s business computer (the one we owned) we
need to explore. First, the original hard drive on the computer we provided M was small (120 gigs), but
in 2003 120 gigs was still pretty good. Some six months before I terminated M I visited him in New
Jersey. During that visit and while showing me his programming skills the hard drive appeared to crash.
M was pounding the keys pretty quickly and strongly & it locked up. But it did not blue screen. M
maintained that this 120 gig hard drive was not usable thereafter, although he was able to recover
program and data files. Max requested a replacement, which we of course accommodated…and he
installed a new 60 gig hard drive to replace the 120 gig hard drive.

Why this history is important is that after M claimed the 120 gig hard drive was broken, he continued to
download and store personal files on that hard drive. One of the more salient and threatening
conclusions we reached was that M was downloading and uploading files on a public sharing site. M
had access to credit card data. He was after all our IT manager and it is with regret that some of that
personal information may have made its way to the internet. The computer was not protected as our
company protocol required. The forensic report will show that as well. And that would have been a
firing offense had we known about it while he was still employed by us.

But more than anything else we had seen there were movies, including titles indicating the movies were
porn, presumably downloaded from and uploaded to a public file sharing service. Said service allows
you to download when you upload. Lots of movies. Lots of music. A trademark and copyright violation
bonanza. The FBI was notified. The New Jersey State Police was notified. The community was notified. I
didn’t have any idea M was doing this on company time using a company computer. You just never
know. The forensic reports tell us this activity happened while in M’s exclusive possession of the 120 gig
hard drive.

The other inference we can draw from the 60 gig hard drive use was that there was a reason that no
email evidence of M’s email was on that 60 gig (new) hard drive. That means that at the time M installed
the new hard drive, he had decided to not install an outlook email account on that hard drive and to
control the evidence of the emails sent to him and from him thereafter. That also means he was plotting
his lawsuit for at least six months before he was terminated. M did not turn over one of his personal
computer with his email activity from the time the 60 gig hard drive was deployed to the time he
returned said hard drive to me. He turned over emails in hard copy form only. This is very blatant
evidence destruction.

But as of today legal counsel for M, Linda Marshall, demanded that we not publish the forensic reports
claiming that there was a protective order keeping the confidential information each party provided
protected from public disclosure presumably outside of the arbitration. I presume that Max’s personal
financial data was not covered by this alleged protective order. I have not found the order as yet but
even if his personal financial data was not covered by the order we still would not produce or publish it.

M did not provide a personal computer, not a single hard drive used by him while working from his
home, for examination by our forensic experts. The forensic data that was examined by our two forensic
experts was the property we owned, including the hard drives from the computer M used during his
employment with us. And as I previously noted our forensic experts also issued forensic reports on the
computer I used to send and receive emails, specifically addressing whether the email terminating M
was sent before he filed a complaint with the Oregon DOJ. M provided no forensic data at all. He
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provided documents in pdf form & loaded on a flash drive and I recall reaching conclusions that he
must have downloaded documents from a source other than the computer hard drives he provided to
us…but there was nothing else.

Having reviewed the forensic reports, it covers exclusively our property. And we are free to disclose the
conclusions reached on our property. I can imagine that they (Marshall, M, Ware) would not be since the
hard drives examined were our property.

Several of the forensic reports were generated over 10 years ago and were published to the FBI, New
Jersey State Police and Woodbury New Jersey Police. It’s why M was interested in settling the case in
2006 or so, and for a small amount of money. We would have been happy with a walk away even though
he destroyed key programming and documents. Nonetheless that evidence has been published and
republished many times.

The forensic reports prepared for trial were a bit broader. We wanted to hone in on the fact that the last
hard drive M used was not used to send and receive email. Slam dunk. It was not there…ever. But more
importantly we wanted the arbitrator to see the names of the movies and music downloaded. And we
wanted to showcase that the software we used, years of programming, was being used on that hard
drive and was deleted. And in spite of the fact that we were told the 120 gig hard drive had crashed, Max
did continue to use it, as we pointed out before.

We will be publishing the forensic reports. But will allow a few more days to see if we can find that
protective order and make sure no part of it is attributable to personal property turned over by M. We
will also make sure that no such data such as client files and the like will be covered in the report. We
will redact that information.

We will publish the police report. And by the way finding movies and titles indicating porn was not
surprising. Yes it was disappointing that such an abuse happened, but M worked from home. Probably
happens a lot and I feel no moral outrage over this. But the massive amount of the movies and music did
surprise me. Folks, keep your porn and other movies and music on your personal computers not on one
owned by your employer.

We will publish the arbitration transcripts. We will publish other supporting information.

Sandra, M would not have destroyed his personal computers had he not been advised to do so. That
should have been transparent to Bill Crow. And you can be disbarred for making that recommendation,
if you did. Of course at the beginning of every session he did open up with “Ms. Marshall where did we
leave off on your case.”

The forensic reports do nothing but support our position. The key issues the forensic reports address are
what was going on with hard drives and when were files created, to recover and report on outlook pst
files (email), to identify what was going in with the email accounts and who did them, to identify
unauthorized use of the hard drives and to determine if the email I sent terminating Max was sent when
we claimed it was and whether that email went out before Max filed his complaint. They were also
tasked to determine what happened to the Foxpro files and all the programming generated by Max and
our other IT employees. The last of these points was necessary because once M was no longer with the
company, our existing IT staff could not find the programs and we had to shut down for a week as we
recreated them.
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As a matter of disclosure we will redact any information addressing financial data as well as names of
movies suggesting the downloaded file may have been more than just porn.

More details to follow.

And Linda Marshall just sent a letter to counsel demanding that we not issue the forensic reports & shut
down the blog. I don’t really understand their fear.

Free speech. Opinion Speech. The forensic reports and all other litigation information was
property of the parent company of the Northwest call center group, a corporation called Northwest
Direct Marketing. But prior to the companies shutting down, the litigation material–forensic reports,
transcripts, emails and other material in any way used–was licensed to me for my use in writing this
blog and other material where the evidence is referenced. Thus a documentary piece referencing
evidence from NDT’s litigation history involving M or anyone else is covered by the licensing
agreement.

And while I initially wrote that “we” are charged to monetize this experience as much as possible, the
truth is that we have not attempted in any way to do so. The blog has not been marketed in any way.
This is not a product of an otherwise inactive corporation or group of corporations. NDT in fact is
dissolved, out of business.

I alone am telling this story. In order to tell a complete story I must explained what one of my companies
(Northwest Direct Teleservices, Inc.) was charged with, who made the claim, how we defended it,
whether the claim had merit, what we found when we did forensic analysis,  and everything else that
impacted the arbitration decision. In doing so we are potentially exposing Northwest Direct Teleservices,
Inc. to the public’s attention and in particular to the claim by M that we fraudulently billed clients. While
I found that claim defamatory and proved we did not over-bill clients, the allegation remains a part of
our permanent record. I could carry on and say how will we ever over come that but we do not need to.
Frankly no client of ours ever believed it. They were not given reason to.

The company nonetheless suffered from the loss of revenue and other very specific damages that arose
when the IT department fell apart after M’s last day. The remaining members of the IT department could
not process data and generate reports. They left a short time thereafter.

And we asserted those damages. Northwest Direct Teleservices was the Plaintiff and we sued M to
recover damages. More on that later.

Forensic Report Williams on 120 gig 120-18
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-williams-on-120-gig-120-
18.pdf)

Forensic Report Wiliams on Exit Email 120-19
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-wiliams-on-exit-email-120-
19.pdf)

Forensic Report Cox on Foxpro Files Destroyed 120-2
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-cox-on-foxpro-files-destroyed-
120-2.pdf)

Forensic Report Cox on 120 gig Doc 116-5
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-cox-on-120-gig-doc-116-5.pdf)
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Forensic Report Cox on 120 gig 120-17
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-cox-on-120-gig-120-17.pdf)

Forensic Report Cox on 60 gig 120-3 (https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-
report-cox-on-60-gig-120-3.pdf)

Forensic Report Cox on PC Anywhere120-20
(https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-report-cox-on-pc-anywhere120-
20.pdf)

Forensic Exhibit Cox on 60 gig 120-21 (https://thefirstdutyportland.files.wordpress.com/2018/01/forensic-
exhibit-cox-on-60-gig-120-211.pdf)
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Examination of FoxPro Files 

I am the Director of IT and Senior Forensic Consultant at In2itive Technologies in Portland, Oregon.  

In2itive Technologies is a company that specializes in Computer Forensics and Electronic Discovery.  I 

have 7 years experience in the computer forensic field, and have handled numerous cases ranging from 

simple data recovery to investigations concerning litigation in billion dollar lawsuits, involving both civil 

and criminal investigations.  My training and certifications include the following:  EnCase Certified 

Examiner (EnCE); EnCase Intermediate Analysis and Reporting; EnCase Advanced Analysis and Reporting; 

AccessData Forensic ToolKit BootCamp; AccessData Forensic ToolKit Windows Forensics; CompTIA A+ 

Computer Technician (CompTIA A+); Microsoft Certified Systems Engineer (MSCE); Microsoft Certified 

Systems Administrator (MCSA); and Sun Java Certified Programmer (SJP). 

I was asked to evaluate for the presence of and viability of (ability to function as originally written) 

database program files for FoxPro, based on FoxPro file extensions, that could be recovered from the 

120 GB hard drive.  FoxPro is the database program that Max Zweizig was programming in while doing 

work for NorthWest Direct and the 120 GB hard drive was being used by Mr. Zweizig. 

Using forensic methods, FoxPro database files were identified by extension on the 120 GB hard drive 

used by Max Zweizig.  The majority of the files may be “recoverable using forensic” methods but all have 

the potential to jeopardize the integrity of the software product that they are to be used with.  Using 

several examples, I will demonstrate the areas of concern and why a simple restore process will not 

protect the integrity of the files in all cases. 

As background, when a hard drive is formatted, it is prepared for storage of electronic data.  Part of the 

process is creating boundaries for how much data can be stored in one sector.  For the NTFS file system, 

this is normally 4096 bits, or about 1 page of a double spaced document.   

As an explanation, the average user, after deleting a file, can recover that file by going to the Recycle Bin 

and restoring the file.  This is possible because the Windows operating system does not actually delete a 

file until the Empty Recycle Bin option is selected by the user. For clarity purposes, a deleted file for this 

report is a file that is no longer available to the average user.  This could be as a result of emptying the 

Recycle Bin, using the Shift‐Delete process or reformatting the hard drive.   

After a hard drive is newly formatted, all the files stored on the hard drive are grouped together.  

However, as files are added and deleted, open sectors (4096 bytes) of unused hard drive space are 

created where deleted files had been stored.  The operating system will use these “empty” sectors to 

store new files.  On closer inspection at a forensic byte level, it is actually seen that the “empty” sectors 

are not actually empty but contain the byte level code of the previous file that had been located in that 

location.  This is because when a file is deleted, the file is not erased but rather, the Master File Table in 

the NTFS file system marks the “deleted” file area as available to be used if space is needed. 

As new files are saved to the hard drive, the files are written to the first available open sector and it 

overwrites the previous data.  However, if the new file is larger than the original file that was previously 

120 GB FoxPro “Recoverable Files” 
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stored in that area, the NTFS file system will break the file apart and store parts of the file in separate 

locations.  This is file fragmentation and is a normal consequence of hard drive usage. 

Exhibit 1 displays the identified FoxPro files that are “recoverable using forensic” means.  The columns 

of particular interest are the Extents column and the Overwritten column.  The Extents column denotes 

how fragmented the file is known to be.  The Overwritten column denotes the current known status of 

the file during the recovery process. 

For explanation purposes, I will be using the data from Exhibit 1 Line 347 to allow evaluation of the 

viability of the recovered files. 

The file daily.SCT, on Line 347 was found during the recovery process.  Looking at the Extents column on 

Line 347, it is seen that there are 3 extents.  In essence, this denotes that the forensic recovery process 

determined that the file daily.SCT has been stored on three sectors of the hard drive.  For an allocated 

file, this is not a problem as the Master File Table in the NFTS file system keeps track of where each 

fragment is stored.  However, during the recovery process, it could only be determined that the file was 

located in three different sectors on the hard drive.   

At this point, the forensic recovery process must make an assumption that does not always bear out.  

This assumption is that because this is a recovery of deleted files, the next available “empty” sector is 

part of the deleted file.  This is not always a valid assumption.  If an additional file is deleted, any sectors 

assigned to the second deleted files may become the next available “empty” sector.   

On Line 347, this is exactly what has happened.  In Exhibit 2, the code that is assumed to be part of the 

recovered file daily.SCT is displayed as a computer program would see it, one contiguous section of 

code.  To enhance readability, text format is displayed instead of the hexadecimal values (Exhibit 4)used 

to store data on the hard drive. Even a quick perusal of Exhibit 2 allows the casual viewer to see that 

there are distinct differences of style throughout the file. 

Exhibit 3 is broken into the 3 “extents” that are indicated in the Extents column.  As such, each section 

of Exhibit 3 denotes the 4096 bytes that is present in the three different sectors that were used to 

“recover” daily.SCT.   Exhibit 3 Lines 1 through 30 is the first sector, Extent 1.  Exhibit 3 Lines 32 through 

76 is the second recovered sector, Extent 2.  Exhibit 3 Lines 78 through 130 is the third recovered sector, 

Extent 3.  It should be readily apparent that the “next empty sector” assumption does not hold true in 

all instances. 

In Exhibit 1, the Overwritten column identifies files as Overwritten as signified by the Yes in the 

Overwritten column.  This is a result of the forensic recovery process identifying that the first sector 

belonging to the “recovered” file has subsequently been allocated to a different file.  In this instance, 

the initial sector for the file daily.SCT from Line 347 can be traced back to another file that was on the 

hard drive, namely, “DISCOVER_042903_DEA01.XLS”.   

As seen with the above example of a single file, the “forensic” recovery of a deleted file can be, and 

should be suspect, as to its recoverability and viability.  Out of the files that are “recoverable using 

120 GB FoxPro “Recoverable Files” 
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forensic” means, Overwritten files are identified by the recovery system as being unreliable due to the 

first sector in each of the Overwritten files as being identified as containing data from a different file.  

Exhibit 2 and Exhibit 3 show that the Overwritten designation raises the question of viability for every 

file identified as Overwritten. 

Extrapolating the process to the all “forensically recoverable” files raises further issues regarding the 

viability of forensically recovered files.  Even if a file is not identified as Overwritten, the Overwritten 

designation is only applicable if the forensic recovery process is able to identify that the first sector of a 

file has been re‐assigned to another file. 

As such, the “next empty space” assumption used to “forensically” recover a file raises the question of 

viability for every file.  Even if the Overwritten designation is not assigned to a “forensically recoverable” 

file, the file may not contain the actual data that was originally in the file before being deleted. 

In conclusion, the main purpose of forensically recovering deleted files is to show that the files were 

present on the hard drive and to forensically investigate details concerning those files to develop 

realistic scenarios as to events surrounding those files.  The accurate recovery of every file using a 

forensic recovery method to restore the FoxPro files from the 120 GB hard drive is not possible.  As has 

been demonstrated, any FoxPro file that is recovered is suspect as to its accuracy pertaining to the 

original file before deletion.   

In this regard, the viability of the recovered files cannot be assumed and any file recovered must be 

individually inspected, test and verified to ensure it functions as originally designed.  This is a task that 

would need to be undertaken by FoxPro specialists who are cognizant of the original specifications of 

the design before releasing to any clients.  Based on my knowledge and experience gained while 

working as a software programmer, failure to perform this in‐depth verification of the recovered files 

could cause catastrophic failure if clients were to use these files in production.  

I HEREBY DECLARE THAT THE ABOVE STATEMENTS ARE TRUE TO THE BEST OF MY KNOWLEDGE AND 

BELIEF, AND THAT I UNDERSTAND THEY ARE MADE FOR USE AS EVIDENCE IN COURT AND ARE SUBJECT 

TO PENALTY FOR PERJURY. 

Dated May 27, 2010 
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A B C D E

Full Path (Root Path C\Recovered Folders\) Last Accessed File Created Extents Overwritten

wt_convert.FXP 05/06/03 05:48:09AM 03/17/03 10:38:08AM 1

wing1.sct 05/13/02 10:38:57AM 02/04/01 08:59:44PM 1

whatthis.scx 05/13/02 10:39:12AM 05/02/01 11:01:46AM 1

whatthis.sct 05/13/02 10:39:12AM 05/02/01 11:01:46AM 1

whandler.scx 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

whandler.sct 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

webvwr.scx 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

webvwr.sct 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

viewcode.scx 05/13/02 10:39:32AM 02/04/01 09:00:22PM 1

viewcode.sct 05/13/02 10:39:32AM 02/04/01 09:00:22PM 1

video.scx 05/13/02 10:39:13AM 05/02/01 11:01:46AM 1

video.sct 05/13/02 10:39:13AM 02/04/01 09:00:00PM 1

typelib.scx 05/13/02 10:39:24AM 05/07/01 11:02:08AM 1

typelib.sct 05/13/02 10:39:24AM 05/07/01 11:02:08AM 1

tw.FXP 05/06/03 05:48:09AM 05/06/03 05:48:09AM 1

transact.scx 05/13/02 10:39:07AM 05/02/01 11:01:42AM 1

transact.sct 05/13/02 10:39:07AM 05/02/01 11:01:42AM 1

trans.FXP 05/06/03 05:48:09AM 03/17/03 09:58:01AM 1

topics.scx 05/13/02 10:40:10AM 02/04/01 09:00:56PM 1

topics.sct 05/13/02 10:40:10AM 02/04/01 09:00:56PM 1

toolmenu.scx 05/13/02 10:39:17AM 05/02/01 11:01:48AM 1

toolmenu.sct 05/13/02 10:39:17AM 05/02/01 11:01:48AM 1

timecomm.scx 05/13/02 10:39:05AM 05/02/01 11:01:40AM 1

timecomm.sct 05/13/02 10:39:05AM 05/02/01 11:01:40AM 1

therm.scx 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

therm.sct 05/13/02 10:39:09AM 02/04/01 08:59:56PM 1

textbox.scx 05/13/02 10:39:06AM 05/07/01 11:01:56AM 1

textbox.sct 05/13/02 10:39:06AM 05/07/01 11:01:56AM 1

text.scx 05/13/02 10:39:06AM 05/02/01 11:01:40AM 1

text.sct 05/13/02 10:39:06AM 05/02/01 11:01:40AM 1

test1.FXP 05/06/03 05:48:09AM 03/15/03 02:15:40PM 2

temp.FXP 05/06/03 05:48:09AM 03/20/03 04:04:12PM 1
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FoxPro Files Exhibit 2 

FoxPro File daily.SCT at Program Level 
Page 1 of 5 

∙∙∙∙∙∙∙B∙∙∙ä∙∙∙∙∙∙∙2∙∙∙∙∙$∙∙∙∙∙∙∙$∙∙∙∙∙∙7$∙∙∙∙∙∙∙$∙∙∙∙∙∙∙$∙∙∙∙∙∙∙∙∙∙∙∙∙∙∙@∙∙∙disp∙∙∙∙∙∙∙∙@∙∙∙descript∙∙∙∙∙∙∙∙@∙∙∙category∙∙ 1 

∙ 2 

∙ ∙∙∙∙∙@∙∙∙∙∙∙3 

ot Interested∙∙∙∙∙∙∙∙@∙∙∙Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙@€@∙∙ ∙∙∙∙∙@∙∙∙∙∙∙ 4 

∙@∙∙∙∙∙∙ 5 

 Rate Too High∙∙∙∙∙∙∙∙@∙∙∙Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙∙@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 6 

@`@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 7 

sal Refusal∙∙∙∙ 8 

∙∙∙∙∙∙ 9 

t Convert to Platinum∙∙∙∙ 10 

∙@∙∙∙∙∙∙∙∙ð?∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 11 

:∙∙∙∙∙@∙∙2Refusal ‐ Didn't Want to Answer Required Questions∙∙∙∙∙∙∙∙@∙∙∙Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙∙@∙∙12 

∙∙∙∙∙@∙∙∙∙∙∙ 13 

∙∙@∙∙∙Non Qualified Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙F@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 14 

AA∙∙∙∙∙∙∙∙@∙∙∙Already A cardmember∙∙∙∙∙∙∙∙@∙∙∙Non Qualified Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙3@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 15 

ualified Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙∙@∙∙ ∙∙∙∙∙@∙∙∙∙∙∙ 16 

∙∙∙∙@∙∙∙WW∙∙∙∙∙∙∙∙@∙∙∙Wrong Phone Number∙∙∙∙∙∙∙∙@∙∙ 17 

∙∙∙∙∙∙@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 18 

∙∙  UNW Phone∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙∙@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 19 

∙MA∙∙∙∙∙∙∙∙@∙∙∙Maximum Attempt∙∙∙∙∙∙∙∙@∙∙∙Non Contact∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙∙@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙20 

∙∙∙∙∙@∙∙∙∙∙∙∙∙(@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 21 

l‐ no tape recording∙∙∙∙∙∙∙∙@∙∙∙Refusal∙∙∙∙∙∙∙∙@∙∙∙∙∙∙∙∙.@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙  ∙∙∙∙∙@∙∙∙V∙∙0∙∙∙∙∙@∙∙(Discover 22 

Daily DNS/Responder Suppression∙∙ 23 

∙∙@∙∙∙∙∙∙∙ o@∙∙  ∙∙∙∙∙@∙∙∙∙∙∙ 24 

∙@∙∙∙Pending Sale∙∙ 25 

on Contact∙∙∙∙#∙∙∙@∙∙∙∙∙∙∙#∙∙∙@∙∙∙∙∙∙∙¾£@∙∙  ∙#∙∙∙@∙∙∙∙∙∙∙∙$∙∙∙@∙∙∙∙∙∙∙$∙∙∙@∙∙∙Non Qualified 26 

Refusal∙∙∙∙$∙∙∙@∙∙∙∙∙∙∙$∙∙∙@∙∙∙∙∙∙∙∙W@∙∙  ∙$∙∙∙@∙∙∙∙∙∙∙∙%∙∙∙@∙∙∙∙∙ 27 
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Mark Cox, EnCE 
April 29, 2010 
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Max Zweizig 120 GB Hard Drive Analysis 

I was requested to perform an analysis of the 120 GB hard drive to determine possible usage of the hard 
drive between the dates of May 12, 2003 and November 12, 2003, the time that the hard drive was 
reported to be unusable.  The result of this analysis reveals several dates associated with video file 
names in a format typically associated with file sharing websites such as PirateBay, BitTorrent and 
TorrentReactor.  The dates notated in Bold in Exhibit 1 are not the actual Windows file system dates and 
times, as there is no file structure in the unallocated spaces.  However, the dates notated in Bold are 
associated with the file names, that when assembled together, constitute the viewable video.  Analysis 
did not reveal when the date was assigned to these file segment, but the typical timeframe is when the 
original video is “ripped”, the process of copying the video to a hard disk.  As such, it could be concluded 
that on or after the dates notated in Bold, the files were placed on the hard drive, presumably from a 
file-sharing Internet site. 

In conclusion, it is highly probable that the user of the computer knew that the hard drive was not 
defective and at a later time used it to store video files after the purported hard drive failure. 

This analysis was performed by Mark Cox and I affirm that the statements are truthful based on the 
analysis that I performed. 
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Physical 
Sector Preview 

37410188 Generated by SFV32 v1.0a on 2003-07-27 at 07:10:28 ; Engineering Disasters 4_HIS.r00 

39138492 10240000  09:31.58 2003-05-28 dilbert-ep29of30.r06 

39138492 10240000  09:30.16 2003-05-28 dilbert-ep29of30.r05 

39138492 10240000  09:28.38 2003-05-28 dilbert-ep29of30.r04 

39138492 10240000  09:27.10 2003-05-28 dilbert-ep29of30.r03 

39138492 10240000  09:25.32 2003-05-28 dilbert-ep29of30.r02 

39138492 10240000  09:24.06 2003-05-28 dilbert-ep29of30.r01 

39138492 10240000  09:22.08 2003-05-28 dilbert-ep29of30.r00 

39138493 10240000  09:51.34 2003-05-28 dilbert-ep29of30.r15 

39138493 10240000  09:49.06 2003-05-28 dilbert-ep29of30.r14 

39138493 10240000  09:46.36 2003-05-28 dilbert-ep29of30.r13 

39138493 10240000  09:43.46 2003-05-28 dilbert-ep29of30.r12 

39138493 10240000  09:41.14 2003-05-28 dilbert-ep29of30.r11 

39138493 10240000  09:39.16 2003-05-28 dilbert-ep29of30.r10 

39138493 10240000  09:37.20 2003-05-28 dilbert-ep29of30.r09 

39138493 10240000  09:35.22 2003-05-28 dilbert-ep29of30.r08 

39138493 10240000  09:33.38 2003-05-28 dilbert-ep29of30.r07 

39138494 10240000  09:20.46 2003-05-28 dilbert-ep29of30.rar 

39138494 7153777  09:57.48 2003-05-28 dilbert-ep29of30.r19 

39138494 10240000  09:56.38 2003-05-28 dilbert-ep29of30.r18 

39138494 10240000  09:54.54 2003-05-28 dilbert-ep29of30.r17 

39138494 10240000  09:53.20 2003-05-28 dilbert-ep29of30.r16 

45747804 
Generated by SFV32 v1.0a on 2003-07-16 at 07:10.34  ;  Modern Marvels - Dangerous 
Cargo_HIS.r0 

45747916 
Generated by SFV32 v1.0a on 2003-07-24 at 07:10.24  ;  Behind The Scenes - Demolition 
Derby_TR 

45748012 
Generated by SFV32 v1.0a on 2003-07-28 at 07:10.26  ;  More Engineering 
Disasters_HIS.r00 E422 

46641430 
alt.binaries.multimedia  Posted on............: 7/19/2003  Fills Policy.........: Wait until after 
the repost 

52641068 MooSFV v1.7 - Sun Jul 06 19:10:17 2003  ;  Wonder.Woman.1x05.svcd.BTM.r00 

58349932 
Generated by SFV32 v1.0a on 2003-07-22 at 07:10.06  ;  Devil's Island - Hell On 
Earth_HIS.r00  

**Bold added to identify area of interest** 
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